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Important: Before you proceed, as part of the set up for MS-CHAPV2, you will need
your CCL Network username and password. If you are unsure of your username and
password, you can verify or reset your password at password.ccl.com.au, or if you
require any further assistance regarding the instructions below, please contact CCL

Support via email at support@ccl.com.au.

By following the steps outlined below, you will migrate iDevice wireless connections to the CCL
network from certificate-based authentication to username and password-based authentication (MS-

CHAPv2):

1. Open your device's Settings,
and under the Generaltab,
scroll down to and select
VPN & Device Management.
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2. You will see 2 profiles listed
as pictured. Please note,
your device may only have
one of these profiles.

PLEASE NOTE - If you do
not see these profiles listed,
your device is already
configured correctly. You
DO NOT need to follow
these instructions.
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3. Select each of these profiles,
and press Remove Profile
pictured.

4:46 PM

< Profiles

% 78% m.D 4:46 PM

£ Profiles

4 78% m_D

Profile

@ CCL_Mobile_Wireless

Signed by isel.counselschambers.com.au

Profile

@ ise’l.counselschambers.com.au

Signed by  isel.counselschambers.com.au

Verified + Verified +
Contains Wi-Fi Network Contains Certificate
Device Identity Certificate
Certificat .
ertifieate More Details
More Details

Delete Profile

Delete Profile

4. Head back out to the
Settings overview and now
select Wi-Fi.

Select the network CCL-
Secure.

iPad 10:21 AM 76% m.

Settings Wi-Fi

Wi-Fi (/‘

CHOOSE A NETWORK.

Apple ID, iCloud, iTunes & App St...

CCL-Connect & = ()

CCL-Guest 7 @
Airplane Mode

CCL-loT a =0

= | Wi-Fi Not Connected

Bluetooth On

e 0




5. A prompt will appear for a
Username and Password,
please enter you CCL
Network Username and
Password and click Join.

A prompt will appear titled
Certificate, click Trust.

6. Your now be connected to
CCL-Secure via MS-
CHAPvV2.
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Please verify that your internet connection is working. If it is, You are now successfully connected to the CCL

Network via MS-CHAPv2.




