
 
 
 
 
 
 
 

P: +61 2 9231 3644 
E: admin@ccl.com.au 
W: www.ccl.com.au 
A.B.N. 72 000 111 302 
 

Level 1 Selborne 
Chambers 
174 Phillip Street Sydney 
NSW 2000 Australia 
DX: 973 Sydney 
 

CIRCULAR TO CCL SHAREHOLDERS, CLERKS 
AND NETWORK MEMBERS - CCL NETWORK 
 
27th March 2018 
 
CCL’s network is regulated by the Telecommunications (Interception and Access) Act 1979, as recently 
amended by the Telecommunications (Interception and Access) Amendment (Data Retention) Act 
2015, which also affects the Broadcasting Services Act 1992. 
  
CCL is in the process of investigating whether its current statutory obligations following the recent 
amendments will permit it to continue to allow private routers to be connected to its network. 
  
Whilst those investigations proceed, CCL recommends that members and other users of the CCL 
network avoid connecting any devices to the CCL network which may not be compatible with WPA2-
Enterprise protocols (use of such protocols is common practice in commercial 
environments).  Devices that use only WPA2-PSK authentication may not be supported on the CCL 
network in future.  In addition, CCL currently uses a certificate-based authentication known as EAP-
TLS. Wi-Fi devices need to be able to connect using this type of authentication.  
  
We will advise further once the investigations concerning compliance with the amended legislation 
are complete.   
In the meantime, your feedback on this issue is welcome. 
 
Kind regards, 
 

Debbie George 

General Manager 
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This email (including any attachments) is confidential, may be privileged, may contain commercially valuable information and 
intended solely for the use of the individual or entity to whom it is addressed. 
It may be read, copied and used only by the intended recipient. If you have received it in error, please contact CCL on +61 2 
9231 3644 or by email at admin@ccl.com.au, or the Sender immediately by return email, and immediately delete this email. CCL 
reserves the right to monitor all email communications through its networks. If the content of this email is personal or 
unconnected with CCL’s business, we accept no liability or responsibility for it. You should take full responsibility for virus 
checking of this email and any attachments. If this email contains personal information (as defined in the Privacy Act Cth as 
amended) you must at all times comply with the Privacy Act and Australian Privacy Principles in connection with the personal 
information. 
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